
Splunk IT Service Intelligence Certified Admin 
Exam

Splunk SPLK-3002

Version Demo

Total Demo Questions: 10

Total Premium Questions: 53

Buy Premium PDF

https://dumpsboss.com

support@dumpsboss.com

https://dumpsboss.com/splunk-exam/splk-3002/
https://dumpsboss.com/splunk-exam/splk-3002/
https://dumpsboss.com/
mailto:support@dumpsboss.com


DumpsBoss - Pass Your Next Certification Exam Fast!
dumpsboss.com

   

QUESTION NO: 1

In Episode Review, what is the result of clicking an episode’s Acknowledge button?

A. Assign the current user as owner.

B. Change status from New to Acknowledged.

C. Change status from New to In Progress and assign the current user as owner.

D. Change status from New to Acknowledged and assign the current user as owner.

ANSWER: C 

Explanation:

When an episode warrants investigation, the analyst acknowledges the episode, which moves the status from New to In 
Progress. Reference: https://docs.splunk.com/Documentation/ITSI/4.10.2/EA/EpisodeOverview

QUESTION NO: 2

Which ITSI functions generate notable events? (Choose all that apply.)

A. KPI threshold breaches.

B. KPI anomaly detection.

C. Multi-KPI alert.

D. Correlation search.

ANSWER: A B D 

Explanation:

After you configure KPI thresholds, you can set up alerts to notify you when aggregate KPI severities change. ITSI generates 
notable events in Episode Review based on the alerting rules you configure. Anomaly detection generates notable events 
when a KPI IT Service Intelligence (ITSI) deviates from an expected pattern. Notable events are typically generated by a 
correlation search.

Reference: https://docs.splunk.com/Documentation/ITSI/4.10.2/SI/KPIthresholds 
https://docs.splunk.com/Documentation/ITSI/4.10.1/SI/AboutSI
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https://docs.splunk.com/Documentation/ITSI/4.10.2/EA/NotableEvents

QUESTION NO: 3

Which of the following describes a realistic troubleshooting workflow in ITSI?

A. Correlation Search –> Deep Dive –> Notable Event

B. Service Analyzer –> Notable Event Review –> Deep Dive

C. Service Analyzer –> Aggregation Policy –> Deep Dive

D. Correlation search –> KPI –> Aggregation Policy

ANSWER: A 

Explanation:

Reference: https://docs.splunk.com/Documentation/ITSI/4.10.2/IModules/Troubleshootingmodules
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QUESTION NO: 4

Which of the following is a best practice when configuring maintenance windows?

A. Disable any glass tables that reference a KPI that is part of an open maintenance window.

B. Develop a strategy for configuring a service’s notable event generation when the service’s maintenance window is open.

C. Give the maintenance window a buffer, for example, 15 minutes before and after actual maintenance work.

D. Change the color of services and entities that are part of an open maintenance window in the service analyzer.

ANSWER: C 

Explanation:

It's a best practice to schedule maintenance windows with a 15- to 30-minute time buffer before and after you start and stop 
your maintenance work. 

Reference: https://docs.splunk.com/Documentation/ITSI/4.10.2/Configure/AboutMW

QUESTION NO: 5

What are valid ITSI Glass Table editor capabilities? (Choose all that apply.)

A. Creating glass tables.

B. Correlation search creation.

C. Service swapping configuration.

D. Adding KPI metric lanes to glass tables.

ANSWER: A C D 
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Explanation:

Create a glass table to visualize and monitor the interrelationships and dependencies across your IT and business services. 
The service swapping settings are saved and apply the next time you open the glass table.

You can add metrics like KPIs, ad hoc searches, and service health scores that update in real time against a background 
that you design. Glass tables show real-time data generated by KPIs and services. Reference: 
https://docs.splunk.com/Documentation/ITSI/4.10.2/SI/GTOverview

https://docs.splunk.com/Documentation/ITSI/4.10.2/SI/ServiceSwap

QUESTION NO: 6

Which of the following items describe ITSI Deep Dive capabilities? (Choose all that apply.)

A. Comparing a service’s notable events over a time period.

B. Visualizing one or more Service KPIs values by time.

C. Examining and comparing alert levels for KPIs in a service over time.

D. Comparing swim lane values for a slice of time.

ANSWER: B C D 

Explanation:

Reference: https://docs.splunk.com/Documentation/ITSI/4.10.2/SI/DeepDives
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QUESTION NO: 7

What are valid considerations when designing an ITSI Service? (Choose all that apply.)

A. Service access control requirements for ITSI Team Access should be considered, and appropriate teams provisioned 
prior to creating the ITSI Service.

B. Entities, entity meta-data, and entity rules should be planned carefully to support the service design and configuration.

C. Services, entities, and saved searches are stored in the ITSI app, while events created by KPI execution are stored in the 
itsi_summary index.

D. Backfill of a KPI should always be selected so historical data points can be used immediately and alerts based on that 
data can occur.

ANSWER: A C 

Explanation:

Reference: https://docs.splunk.com/Documentation/ITSI/4.10.2/Configure/ImplementPerms
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QUESTION NO: 8

Which of the following items apply to anomaly detection? (Choose all that apply.)

A. Use AD on KPIs that have an unestablished baseline of data points. This allows the ML pattern to perform it’s magic.

B. A minimum of 24 hours of data is needed for anomaly detection, and a minimum of 4 entities for cohesive analysis.

C. Anomaly detection automatically generates notable events when KPI data diverges from the pattern.

D. There are 3 types of anomaly detection supported in ITSI: adhoc, trending, and cohesive.

ANSWER: B C 

Explanation:

The KPI must be split by entity, and a minimum of four entities is required.

If the KPI diverges from the normal pattern, ITSI creates a notable event in Episode Review.

Reference: https://docs.splunk.com/Documentation/ITSI/4.10.2/SI/AD

QUESTION NO: 9

When in maintenance mode, which of the following is accurate?

A. Once the window is over, KPIs and notable events will begin to be generated again.

B. KPIs are shown in blue while in maintenance mode.

C. Maintenance mode slots are scheduled on a per hour basis.

D. Service health scores and KPI events are deleted until the window is over.

ANSWER: A 

Explanation:

Reference: https://docs.splunk.com/Documentation/ITSI/4.10.2/EA/REBestPractice
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QUESTION NO: 10

Anomaly detection can be enabled on which one of the following?

A. KPI

B. Multi-KPI alert

C. Entity

D. Service

ANSWER: A 

Explanation:

Enable anomaly detection to identify trends and outliers in KPI search results that might indicate an issue with your system. 
Reference: https://docs.splunk.com/Documentation/ITSI/4.10.2/SI/AD
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