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QUESTION NO: 1

What must you do first to use the Monitor/Alarms/Policy Log workspace in J-Web?

A. You must enable event mode security logging on the SRX Series device.

B. You must enable stream mode security logging on the SRX Series device.

C. You must enable security logging that uses the TLS transport mode.

D. You must enable security logging that uses the SD-Syslog format.

ANSWER: A 

QUESTION NO: 2

You are designing a new security policy on an SRX Series device. You must block an application silently and log all 
occurrences of the application access attempts. In this scenario, which two actions must be enabled in the security policy? 
(Choose two.)

A. Log the session initiations.

B. Enable a reject action.

C. Log the session closures.

D. Enable a deny action.

ANSWER: A D 

QUESTION NO: 3

Which two actions are performed on an incoming packet matching an existing session? (Choose two.)

A. security policy evaluation

B. service ALG processing

C. screens processing

D. zones processing

ANSWER: B C 
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QUESTION NO: 4

Which two statements describe IPsec VPNs? (Choose two.)

A. IPsec VPN traffic is always authenticated.

B. IPsec VPNs are dedicated physical connections between two private networks.

C. IPsec VPN traffic is always encrypted.

D. IPsec VPNs use security measures to secure traffic over a public network between two remote sites.

ANSWER: A D 

QUESTION NO: 5

Users in your network are downloading files with file extensions that you consider to be unsafe for your network. You must 
prevent files with specific file extensions from entering your network.

Which UTM feature should be enabled on an SRX Series device to accomplish this task?

A. content filtering

B. antispam

C. Web filtering

D. URL filtering

ANSWER: A 

QUESTION NO: 6

Which UTM feature should you use to protect users from visiting certain blacklisted websites?

A. content filtering

B. Web filtering

C. antivirus

D. antispam

ANSWER: B 
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QUESTION NO: 7

Your company has been assigned one public IP address. You want to enable Internet traffic to reach multiple servers in your 
DMZ that are configured with private IP addresses.

In this scenario, which type of NAT would be used to accomplish this task?

A. source NAT

B. destination NAT

C. NAT without PAT

D. static NAT

ANSWER: A 

QUESTION NO: 8

Which two features on the SRX Series device are common across all Junos devices? (Choose two.)

A. the separation of control and forwarding planes

B. screens

C. stateless firewall filters

D. UTM services

ANSWER: A C 

QUESTION NO: 9

Your company uses SRX Series devices to secure the edge of the network. You are asked to protect the company from 
ransomware attacks.

Which solution will satisfy this requirement?

A. screens

B. unified security policies

C. AppSecure

D. Sky ATP

ANSWER: D 
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QUESTION NO: 10

Which two statements are correct about using global-based policies over zone-based policies? (Choose two.)

A. With global-based policies, you do not need to specify a source address in the match criteria.

B. With global-based policies, you do not need to specify a destination zone in the match criteria.

C. With global-based policies, you do not need to specify a destination address in the match criteria.

D. With global-based policies, you do not need to specify a source zone in the match criteria.

ANSWER: B D 
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