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QUESTION NO: 1

Which statement about patching is most correct?

A. Mature organizations abandon patching

B. Patch management and Vulnerability Response are interchangeable terms

C. Patching is one of many responses to a Vulnerability

D. As long as you are patching actively, Vulnerability Response isn’t necessary

ANSWER: C 

QUESTION NO: 2

The three levels of users you will likely encounter that will need access to data displayed in the Vulnerability Response 
dashboard are: (Choose three.)

A. Security Analysts

B. Customers

C. CIO/CISO

D. Fulfillers

ANSWER: A B C 

QUESTION NO: 3

Select the three components of a Filter Condition: (Choose three.)

A. Field

B. Sum

C. Operator

D. Value

ANSWER: A C D 

Explanation:
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Reference: https://docs.servicenow.com/bundle/orlando-platform-user-interface/page/use/common-ui-
elements/concept/c_ConditionBuilder.html

QUESTION NO: 4

Best Practices dictate that when creating a Change task from a Vulnerable Item, which of the following fields should be used 
for assigning the Assigned To field on the Change task?

A. Assigned To on Vulnerable Item

B. Managed By on CMDB_CI

C. Assigned To on CMDB_CI Record

D. Best Practice does not dictate a specific field

ANSWER: A 

Explanation:

Reference: https://docs.servicenow.com/bundle/orlando-security-management/page/product/vulnerability-
response/reference/vulnerable-item-fields.html

QUESTION NO: 5

Managers should have access to which role-based data access and visualizations? (Choose three.)

A. Aggregations for priority and workload

B. Time period views

C. Up-to-the-minute views

D. Drill-down to granularity

ANSWER: B C D 

QUESTION NO: 6

What type of data would the CIO/CISO want on the dashboard?

A. Aggregations for priority and workload

B. Drill-down to granularity

C. Single, clear indicators of organizational health
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D. Up to the minute views

ANSWER: C 

QUESTION NO: 7

What is the ID associated with the Vulnerability Response plugin?

A. com.snc.threat.intelligence

B. com.snc.vulnerability

C. com.snc.threat.feeds

D. com.snc.security_incident

ANSWER: B 

QUESTION NO: 8

Which of the following provides a list of software weaknesses?

A. Third Party Entries

B. NVD

C. CWE

D. Vulnerable Items

ANSWER: C 

Explanation:

Reference: https://docs.servicenow.com/bundle/newyork-security-management/page/product/vulnerability-
response/task/view-vuln-libraries.html
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