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QUESTION NO: 1

SSL Network Extender (SNX) is a thin SSL VPN on-demand client that is installed on the remote user’s machine via the web 
browser. What are the two modes of SNX?

A. Application and Client Service

B. Network and Application

C. Network and Layers

D. Virtual Adapter and Mobile App

ANSWER: B 

Explanation:

Reference: 
https://supportcenter.checkpoint.com/supportcenter/portal?eventSubmit_doGoviewsolutiondetails=&solutionid=sk67820

QUESTION NO: 2

What cloud-based SandBlast Mobile application is used to register new devices and users?

A. Check Point Protect Application

B. Management Dashboard

C. Behavior Risk Engine

D. Check Point Gateway

ANSWER: D 

QUESTION NO: 3

An administrator is creating an IPsec site-to-site VPN between his corporate office and branch office. Both offices are 
protected by Check Point Security Gateway managed by the same Security Management Server. While configuring the VPN 
community to specify the pre-shared secret the administrator found that the check box to enable pre-shared secret and 
cannot be enabled. 

Why does it not allow him to specify the pre-shared secret?

A. IPsec VPN blade should be enabled on both Security Gateway.

B. Pre-shared can only be used while creating a VPN between a third party vendor and Check Point Security Gateway.
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C. Certificate based Authentication is the only authentication method available between two Security Gateway managed by 
the same SMS.

D. The Security Gateways are pre-R75.40.

ANSWER: C 

QUESTION NO: 4

Fill in the blank: An identity server uses a __________ for user authentication.

A. Shared secret

B. Certificate

C. One-time password

D. Token

ANSWER: A 

QUESTION NO: 5

What will be the effect of running the following command on the Security Management Server?

A. Remove the installed Security Policy.

B. Remove the local ACL lists.

C. No effect.

D. Reset SIC on all gateways.
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ANSWER: A 

Explanation:

Reference: https://sc1.checkpoint.com/documents/R77/CP_R77_SecurityGatewayTech_WebAdmin/6751.htm

QUESTION NO: 6

CoreXL is NOT supported when one of the following features is enabled: (Choose three)

A. Route-based VPN

B. IPS

C. IPv6

D. Overlapping NAT

ANSWER: A C D 

Explanation:

CoreXL does not support Check Point Suite with these features:

 Check Point QoS (Quality of Service)

 Route-based VPN

 IPv6 on IPSO

 Overlapping NAT

Reference: https://sc1.checkpoint.com/documents/R76/CP_R76_PerformanceTuning_WebAdmin/6731.htm

QUESTION NO: 7

Session unique identifiers are passed to the web api using which http header option?

A. X-chkp-sid

B. Accept-Charset

C. Proxy-Authorization

D. Application

ANSWER: C 
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QUESTION NO: 8

How many interfaces can you configure to use the Multi-Queue feature?

A. 10 interfaces

B. 3 interfaces

C. 4 interfaces

D. 5 interfaces

ANSWER: D 

Explanation:

Note -

 Multi-Queue lets you configure a maximum of five interfaces

 You must reboot the gateway after changing the Multi-Queue configuration

Reference: https://sc1.checkpoint.com/documents/R77/CP_R77_PerformanceTuning_WebAdmin/93689.htm

QUESTION NO: 9

Which of the following is NOT a VPN routing option available in a star community?

A. To satellites through center only.

B. To center, or through the center to other satellites, to Internet and other VPN targets.

C. To center and to other satellites through center.

D. To center only.

ANSWER: A D 

Explanation:

Reference: https://sc1.checkpoint.com/documents/R80/CP_R80BC_VPN/html_frameset.htm

QUESTION NO: 10

The “Hit count” feature allows tracking the number of connections that each rule matches. Will the Hit count feature work 
independently from logging and Track the hits if the Track option is set to “None”?

A. No, it will work independently. Hit Count will be shown only for rules Track option set as Log or alert.

B. Yes it will work independently as long as “analyze all rules” tick box is enabled on the Security Gateway.
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C. No, it will not work independently because hit count requires all rules to be logged.

D. Yes it will work independently because when you enable Hit Count, the SMS collects the data from supported Security 
Gateways.

ANSWER: D 

Explanation:

Reference: 
https://sc1.checkpoint.com/documents/R80/CP_R80_SecMGMT/html_frameset.htm?topic=documents/R80/CP_R80_SecM
GMT/126197

QUESTION NO: 11

To enable Dynamic Dispatch on Security Gateway without the Firewall Priority Queues, run the following command in Expert 
mode and reboot:

A. fw ctl Dyn_Dispatch on

B. fw ctl Dyn_Dispatch enable

C. fw ctl multik prioq 2

D. fw ctl multik set_mode 1

ANSWER: C 

Explanation:

Reference: 
https://supportcenter.checkpoint.com/supportcenter/portal?eventSubmit_doGoviewsolutiondetails=&solutionid=sk105261#C
onfiquration%20R80.10

QUESTION NO: 12

How many versions, besides the destination version, are supported in a Multi-Version Cluster Upgrade?

A. 1

B. 3

C. 2

D. 4

ANSWER: C 
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Explanation:

Reference: 
https://sc1.checkpoint.com/documents/R81/WebAdminGuides/EN/CP_R81_Installation_and_Upgrade_Guide/Topics-
IUG/MVC-Upgrade-Supported-Versions.htm
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